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Statement
Firstly, thank you for using the wireless series products of Jinan Bodaxun Communication Technology Co., Ltd. In order to better utilize all the functions of this product, please carefully read the precautions and detailed functional operation instructions mentioned in this manual before officially using this product.
The components of this product comply with the national safety standards for low-voltage electronic products.
The serial number of the main equipment and packaging box label of this product is an important proof of product warranty. If the label is damaged, illegible or torn, our company will not provide warranty.
The company will not separately notify the change of the Product design specification due to technical or other external factors.








waiver clause
1． Our company shall not be liable for any losses caused by natural disasters such as earthquakes, lightning, fires, third-party operations, theft, damage, or accidents that occur outside of our company's responsibility, resulting from abnormal use.
2． Our company shall not be liable for any losses caused by non-compliance with this user manual.
3． The accessory equipment of this product (such as indoor units) is strictly prohibited from using third-party products not authorized by our company. We do not assume any responsibility for equipment failures caused by the use of third-party products.

Icon Description
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	1
	[image: add]
	Add
	Add a parameter item
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	Delete
	Add a parameter item

	3
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	Disabled
	Disable selected parameter items
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	Enable
	Enable selected parameter items
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	pull-down
	Dropdown to expand parameter items
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	Pack up
	Collapse parameter items
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	Warning
	Important reminder items
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[bookmark: _Toc22256]Basic Introduction
The BodaCOM series wireless device system consists of the following components.
·  Center Base Station - Outdoor Unit (ODU): The BodaCOM series center base station outdoor unit equipment (ODU) includes point-to-point multi center base station outdoor units, point-to-point base station outdoor units, and WiFi coverage center base station units. The outdoor units of point-to-point multi center base stations and point-to-point base stations are mainly used to access remote station equipment, and the WiFi coverage center base station unit is used to access WiFi type remote equipment; 
·  Remote Station Outdoor Unit Equipment (ODU): This device belongs to the remote access equipment that connects to the BodaCOM series central base station, and is generally used as a remote station; 
·  Indoor Unit (IDU): Indoor Unit Equipment (IDU) is used to provide POE power supply for BodaCOM series equipment. The standard input voltage is AC 100-240V 50/60Hz mains power, and the output is DC 50V 1.2A POE power supply mode. (Special power supply requirements can be customized);
·  Configuration software: BodaCOM Config Chinese configuration management software is mainly used to manage and configure BodaCOM series devices.
	[image: IMG_6906]
Central Base Station - Outdoor Unit (ODU)
	[image: 14]
Integrated 23dbi antenna remote station
outdoor unit (ODU)

	[image: IMG_1601]
Integrated 23dbi antenna remote station
outdoor unit (ODU)
	[image: c816c148116d17d46b6aabd840c58ca]
(Input AC 220V Output: 48VPOE power supply module)

	[image: dc83518b559f1d57d186a20c8f771f8]
DC power injector - indoor unit (IDU)
(DC 12-24V POE power supply module)
	[image: d26027375e125ab770005d5063fe012]
Power Supply Unit Module - Indoor Unit (IDU)
Input AC 220V
Output: 24V POE power supply module


[bookmark: _Toc20782]Networking method
[bookmark: _Toc27863]Point-to-point networking method
The point-to-point wireless networking method is mainly used for bridging between two local area networks, which has the characteristics of long transmission distance, high bandwidth, and low latency; The BodaCOM series point-to-point wireless transmission equipment can have a maximum bandwidth of 1700Mbps and a maximum transmission distance of 150km. This device is easy to install and has stable links, and is widely used in scenarios such as long-distance interconnection, wireless relay networks, and ultra long-distance transmission.
The schematic diagram of network networking is as follows:
[image: ]
[bookmark: _Toc6052] Peer-to-peer networking method
The point-to-many networking mode is applied to the aggregation of multiple remote devices. It is one of the most widely used wireless networking modes. Its main feature is that a single central base station device can access more than dozens of remote station devices.BodaCOM series "point-to-many" equipment adopts independent technology algorithm on the basis of TDMA technology, which has the characteristics of more central base station access to remote terminals, high bandwidth allocated by single remote station, short link delay and stability. BodaCOM series center base station and remote station have different types of bandwidths, which can greatly save project implementation costs.
The schematic diagram of network networking is as follows：
[image: ]
[bookmark: _Toc1809]Roaming application mode
The roaming networking method is applied to the roaming and switching of mobile objects between multiple base stations, extending the coverage distance of the base stations and ensuring stable and real-time transmission of mobile object data to the core computer room. Its main characteristics are wide coverage area of a single base station, long transmission distance, no packet loss, no speed reduction, and zero delay during the switching process.
The working diagram of the equipment is as follows：

[image: ][image: ]
Roaming process 1                  Roaming process2
[image: ][image: ]
Roaming process 3                  Roaming process 4
[image: ][image: ]
Roaming process5                    Roaming process 6
[bookmark: _Toc28088]Equipment installation
Equipment installation mainly includes the installation of indoor units (IDUs), outdoor units (ODUs), antenna installation and calibration.
[bookmark: _Toc19884]Installation precautions
	[image: 未标题-4]1、Only professional personnel are allowed to install equipment and accessories. Before installation and operation, it is necessary to carefully read the relevant safety instructions of the equipment system. If there is a high-altitude operation, qualified high-altitude personnel must carry out high-altitude operations..
2、The installation of wireless devices should obtain permission from relevant local government departments, otherwise Jinan Bodaqun Communication Technology Co., Ltd. will not bear any administrative or legal responsibility.


Factors to consider when designing outdoor installation include the selection of location for outdoor installation, antenna direction calibration, antenna polarization direction, and antenna sealing and waterproofing. 
When selecting the installation location, the following factors should be considered：
· The minimum distance between two points of the equipment;
· The maximum height of equipment installation from the ground;
· Take appropriate safety measures to avoid personal injury and equipment damage
Minimum path loss 
Path loss is mainly determined by several factors: 
· Distance between two points - The shorter the distance between two points, the smaller the path loss.
· Visibility - If within the visible range, path loss will be minimized. The number, location, size, and composition of obstacles can affect the magnitude of path loss.
· Outdoor unit installation height - The higher the outdoor unit is erected, the less likely it is to be obstructed in the middle, and the smaller the path loss. Antenna height refers to the distance between an imaginary line connecting two points and the "horizon". In an open area, the 'horizon' is the actual ground level.
The best propagation path 
The propagation path refers to the signal transmission between antennas connected to any two wireless devices. The connection between two antenna locations is an imaginary straight line. Any obstacle on the path will reduce the propagation signal. Therefore, the best propagation path is a clear and visible path between two points, with no physical obstruction in the Fresnel region of wireless transmission, as shown in the following figure. 
[image: 54014b12ae4797bfdb78d63fed1efa9]
The Fresnel region is not obstructed

[image: ea40a11ff57930690090b05ca3c113f]
Fresnel area blocked
	[image: 未标题-4]Warning: 1. If the Fresnel area is obstructed, wireless connectivity, poor wireless signal, unstable wireless signal, and packet loss during ping may occur. If such problems occur, it is necessary to increase the installation height of the equipment or change the installation position to avoid obstructing buildings or high mountains.
2. Trees can also obstruct the Fresnel area of equipment, which should be considered during installation.


[bookmark: _Toc3682][bookmark: _Toc6660]Preparation before installation
Before preparing the equipment for installation, the installation conditions of the equipment should also be checked to ensure that the equipment is in a good operating environment for a long time.
The installation conditions can be checked from the following aspects.
[bookmark: _Toc13836][bookmark: _Toc14479]Power supply
Check if the power supply is an AC 220V 50Hz stable power supply (customized power supply mode should consider the stability of power supply voltage and current);
Normal working power supply of the equipment: AC 100-240V 50Hz;
Excluding customized power supply.
[bookmark: _Toc1728][bookmark: _Toc14758]Temperature and humidity requirements
The temperature and humidity environment requirements for equipment operation are as follows：
· Standard working environment temperature：-45℃ --+75℃
· Working humidity: 5% -95% non condensing
[bookmark: _Toc12797][bookmark: _Toc10733]Installation conditions
· Whether the antenna gain can meet the transmission distance of the equipment;
· Whether the installation height of the equipment meets the design height of the plan;
· Whether the robustness of the pole meets the wind resistance of the local maximum wind force after equipment installation;
· Whether the power supply voltage and power of the equipment meet the maximum requirements for normal startup and operation of the equipment;
· Whether the equipment installation pole meets the requirements of the fixture;
· Is there any object blocking the installation area of the equipment.
1.1. [bookmark: _Toc15082][bookmark: _Toc8549]Installation Tools
	Wire clamp
	[image: ]

	Phillips screwdriver
	[image: ]

	26mm adjustable wrench
	[image: 扳手副本]

	13mm open-end wrench
	[image: 棘轮扳手]


 
1.2. [bookmark: _Toc14664]Preparation of auxiliary materials
This auxiliary material is not a standard equipment accessory and requires preparation before installation.
	Baseband cable
	[image: 3131]

	RJ45 shielded Registered jack
	[image: 4141]

	ground wire
	[image: 5151]



                         
                                  
[bookmark: _Toc6181][bookmark: _Toc12586]Preparation of auxiliary materials
This auxiliary material is not a standard equipment accessory and requires preparation before installation.
[image: 3131]             [image: 4141]            [image: 5151]
Baseband Cable                 Shielded crystal head            Ground wire  
[bookmark: _Toc7057]Baseband Cable
The outdoor unit module (ODU) and the indoor unit module (IDU) of the equipment need to be connected through baseband cable. The RJ-45 Registered jack at both ends must be shielded Registered jack, otherwise the equipment operation and network port transmission rate may be unstable.
[image: 网线]
[bookmark: _Toc23265][bookmark: _Toc29739]Waterproof cable clamp
[image: 未标题-5副本]
[bookmark: _Toc14621]Shield Registered jack
	1、Peel off 5cm of the waterproof sheath of the baseband cable
	[image: ]

	2、Peel off the inner sheath of the baseband cable by 4cm
	[image: ]

	3、Arrange the lines in order, and it is recommended to use the 568-B standard for sorting;
	[image: IMG_256]

	4、Cut and sort the cables with a length of 1cm;
	[image: ]

	5、Insert the lead into the Registered jack and press it in with standard crimping pliers;
	[image: ]

	6、Welding shield wire to Registered jack.
	[image: ]


 
[bookmark: _Toc23530][bookmark: _Toc31605]Production of Holding Poles
[bookmark: _Toc10296][bookmark: _Toc18580]Manufacturing of Round Pipe Holding Poles
[image: 电线杆安装 拷贝]
[bookmark: _Toc7572][bookmark: _Toc3510]Production of wall mounted brackets
[image: 墙壁安装支架 拷贝]
[bookmark: _Toc11418][bookmark: _Toc15873]Manufacturing of Tower Supports
[image: 铁塔安装 拷贝]
[bookmark: _Toc30821][bookmark: _Toc24188]Equipment Installation
[bookmark: _Toc6111][bookmark: _Toc6055]Installing outdoor units
	[image: 小集成尺寸图]
Equipment Dimensional Drawing
	[image: ]


Assembly of waterproof cable clamp

	[image: 未标题-1]
equipment list
	[image: ]
connection diagram

	[image: ]
equipment installation（a）
	[image: ]
equipment installation（b）

	[image: ]
equipment installation（c）
	[image: ]
equipment installation（d）

	[image: ]
Equipment ground（e）
	



[bookmark: _Toc20546]Indoor unit installation
According to the specific installation situation, introduce the baseband cable into the waterproof box of the indoor unit (IDU) installation, so that it can be easily connected to the indoor unit (IDU) and ensure minimal interference. Leave some margin for the baseband cable, and then make the cable connection head Schematic diagram of indoor unit connection of equipment： 

[image: ]  [image: ]
Indoor power supply unit
1) The indoor power supply unit can be placed on a desktop or bracket or fixed to a wall. 
2) Connect the RJ45 connector of the baseband cable to the POE interface on the front panel of the indoor power supply unit. After connecting the baseband cable to the interface of the indoor and outdoor units, confirm that the connection is stable before powering on the indoor power port. Otherwise, unplugging and plugging the RJ45 connector of the baseband cable with power may damage the equipment.
	[image: 未标题-4]Warning: The indoor power supply unit does not have waterproof function. Please install it in a waterproof environment.


The color code of the cable is:
Brown: live wire
Blue: Zero line
Yellow/Green: Ground wire 
The AC working voltage of the indoor unit (IDU) is marked on its rear panel, and the standard power supply module in China is AC 100V-240V 50Hz. 
1. Connect to the power supply: After connecting the outdoor unit (ODU) and indoor unit (IDU), connect the power cord to the AC interface of the internal unit (IDU). After confirming that the equipment supply voltage standard matches the power supply standard, connect the other end of the power cord to the power supply
2. Check the indicator light: If the power indicator light on the front panel of the indoor unit (IDU) shows green, it indicates that the power supply to the indoor unit is normal
3. Access to the network: Connect the indoor unit (IDU) LAN port to switches and other access devices within the network
	[image: 未标题-4]Warning: 1. The length of the equipment connecting cable should not exceed 90 meters. The cable length refers to the total length of the cable from the interface of the outdoor unit (ODU) to the indoor unit (IDU) and the length of the two cables from the indoor unit (IDU) to the network device The length of indoor and outdoor connecting cables should not exceed 90 meters.
2. It is strictly prohibited to plug and unplug the RJ45 connector on the baseband cable interface of the outdoor unit (ODU) or the POE interface of the indoor unit (IDU) under live working conditions.
3.Cables should use baseband cables that meet the standards of the region where the equipment is installed or the communication industry, otherwise the equipment may be damaged.


[bookmark: _Toc515][bookmark: _Toc7759]Installation of antenna
[bookmark: _Toc2109][bookmark: _Toc8188]Installation of sector antenna
[image: 平板天线（en）]
Installation instructions:
1) Install the fixture onto the back of the antenna as shown in the diagram;
2) Ensure that the arrow on the installation direction label on the back of the antenna is facing upwards;
3) Ensure that the antenna polarization V and H are consistent with the equipment polarization connection;
4) Install the antenna on the pole;
5) Adjust the horizontal and elevation angles of the antenna to ensure that the equipment signal reaches its optimal state.
6) Secure all screws to ensure a secure installation of the antenna.
[bookmark: _Toc24152][bookmark: _Toc7462]Installation of parabolic antenna
[image: 定向]
1) Install the feed component on the reflecting surface as shown in the diagram (note that the arrow direction on the back of the feed element is facing upwards.
[image: 定向天线副本]
2) Install the assembled antenna and hanger as shown in the figure.
3)  Install the reinforcement (auxiliary) clamp code in a suitable position on the pole and lock it tightly. Install the assembled antenna on the pole through two U-cards and roughly align it with the direction of the opposite equipment antenna. Do not lock the U-cards on the pole yet.
4)  Connect the antenna RF port to the device through a feeder, log in to the device using management software to detect the antenna's sending and receiving signals, adjust the antenna azimuth and elevation angles to achieve optimal sending and receiving signals (the smaller the number, the better).
5) The antenna operates in a vertical/horizontal dual polarization state, with ports perpendicular to the ground corresponding to vertical polarization and ports parallel to the ground corresponding to horizontal polarization. The port direction can be adjusted through the four feed source fastening screws shown in the figure.
[image: 3.jpg]
6) After the trial is completed, tighten the matching nuts and move the auxiliary clip code to the position shown in the diagram for reinforcement. Then, use adhesive tape to waterproof the RF connectors of the equipment and antenna at the connection to the feeder line.
[bookmark: _Toc3595]Waterproof production of feeder joints
1) Firstly, wrap 1-2 layers of insulated PVC tape in half overlap at the area that needs waterproofing for easy disassembly in the future. Some construction units directly wrap the waterproof adhesive around the waterproof area, which can achieve waterproofing effect. However, when disassembling in the future, it is not easy to remove the waterproof adhesive because it has fully adhered to the device interface. However, having 1-2 layers of insulated PVC tape at the bottom layer greatly facilitates disassembly.
2) Evenly thin the waterproof adhesive, wrap one layer of waterproof adhesive in half overlap, and completely wrap the area to be treated beyond the previous layer of tape.
3) Wrap 2-3 layers of insulation PVC tape with half overlap on the outside of the waterproof adhesive, completely covering the waterproof adhesive and extending beyond the previous layer of adhesive. The outermost layer of PVC tape should be wrapped from bottom to top, that is, the upper part should be half overlapped and pressed against the lower part to prevent water from entering.
4) Finally, use nylon ties to tighten the tape at the end to avoid warping or loosening of the tape due to prolonged exposure to wind and sun, which may affect the waterproof effect.
[image: ]
[bookmark: _Toc30049]Calibration of antenna direction
 Usually, due to the wide lobes of low gain antennas, there is no need to calibrate the antenna direction. High gain antennas, including integrated antenna equipment, require a process of adjusting antenna direction to optimize wireless link communication quality due to their narrow beam width. 
The signal strength display bar on the side panel of the BodaCOM device can check the alignment of the antenna direction. 
[image: ]
Antenna direction calibration steps:
1)  If using an external antenna, assemble the antenna according to the antenna instructions;
2)  Install antennas or BodaCOM devices as high as possible (if the device is an integrated antenna type);
3)  Both devices are powered on normally;
4)  Configure the devices at both ends to ensure correct configuration. Please refer to Chapter 5 Equipment Configuration for configuration methods;
5)  The method for calibrating the antenna is detailed in 5.4 Antenna Calibration Method
	[image: 未标题-4]1、When using external antennas, qualified feeder cables must be used, otherwise it may cause significant cable attenuation；
The joints between equipment and cables must be treated with waterproof treatment；
Antenna calibration requires mutual adjustment at both ends. After adjusting one end, adjust the other end multiple times until the signal strength is adjusted to the optimal level；
A signal strength better than -65dbm does not necessarily mean that the quality of the wireless link is the best. When the distance is close, the signal of the wireless side pulse is also relatively strong, but the quality of wireless transmission is relatively poor, which directly affects the bandwidth quality of the wireless link.


[bookmark: _Toc3651][bookmark: _Toc30651]Basic operation of configuration software
[bookmark: _Toc21578]Software Download
Please obtain configuration software from the official website or technical support department of Jinan Bodaqun Communication Technology Co., Ltd
Technical Support Phone400-780-7586
[bookmark: _Toc11701]Software installation
Double click to open the BodaCOM config installation package file; Click on the installation file setup.exe. When opening the software for the first time, the Windows security system will pop up a security confirmation interface and select Allow Network Access.
	1. Click on the installation file setup.exe
	[image: ]

	2. Confirm installation authorization and click Next;
	[image: ]

	3. Confirm the installation path and software usage owner. The installation path can be changed according to personal needs without affecting software usage. After confirmation, click Next;
	[image: ]

	4. Installation confirmation, click Next;
	[image: ]

	5. Wait for the installation of the Progress bar to complete;
	[image: ]

	6. Installation completed, close the installation interface.
	[image: ]


[bookmark: _Toc18014]Opening the software
[bookmark: _Toc30482][image: ]Start menu opening software
Click on the Start menu, open the BodaCOM config folder, and click on the BodaCOM config shortcut to open the BodaCOM config software.
[bookmark: _Toc30880]Desktop Shortcut Opening Software
Double click on the icon on the desktop to open the BodaCOM config[image: ] software. After opening the software, it is shown in the following figure
[image: ]
[bookmark: _Toc28140]Device Search
When the software is opened, it will automatically search for all BodaCOM series devices in the network, or you can click the "Search for Devices" button in the software to search for devices in the network.
[image: ]
If the device can be pinged, but cannot be searched, it is because the computer on which the software is installed has enabled the network firewall function, which needs to be turned off as follows:
	1、Click on the start menu at the bottom right, select Settings Options, and open the Windows Settings interface
	[image: ]

	2、Enter the firewall in the search bar and select the "Windows Defender Firewall" option from the Scholar pop-up menu;
	[image: ]

	3、Select 'Enable or disable Windows Defender Firewall' in the Windows Defender Firewall window.
	[image: ]

	4、Choose to turn off Windows Defender Firewall.
	[image: ]

	5、Click the OK button and the parameter settings are successful.
	[image: ]


[bookmark: _Toc16723]Device Login
[bookmark: _Toc2472]Preparation before login
To log in to a device, the IP address of the computer must be in the same network segment as the IP address of the device (and the IP addresses of the computer and device cannot conflict within this network) to log in to the device, otherwise the device will not be able to log in.
The default IP address of the device is on the label on the back of the device. Generally, the default IP address field is 10.10.10.XXX, and the IP address of the computer needs to be set to 10.10.10.XXX. The setting steps are as follows：

	1、 Click on the start menu at the bottom right,
2、  Select the 'Settings' option;
3、 Open the Windows settings interface.
	[image: ]

	4、 Select the 'Network and Internet' option;
	[image: ]

	5、 Select the "Ethernet" option;
6、 Select the 'Change Adapter' option;
	[image: ]

	7、 Right-click on the network card connecting the device, which is usually "Local Connection";
8、 Select the 'Properties' option;
	[image: ]

	9、 Select the 'Properties' option;
10、  Select the "IP V4" option;
11、 Click on the "Properties" option;
	[image: ]

	12、 Select the 'Use IP address below' option;
13、 Enter the IP address to be set;
14、 Click the "OK" button to complete the settings.
	[image: ]


[bookmark: _Toc25705][bookmark: _Toc5049]Device Login
	Method 1:
1. Select the IPV4 communication protocol;
2. Double click on the IP address of the device you want to log in to;
3. If the status bar in the bottom left corner displays device information, it indicates that the device has successfully logged in;
4. Note: The software automatically fills in the default login password, which is private.
	[image: ]

	Method 2:
1. Select the IPV4 communication protocol;
2. Enter the IP address of the device you want to log in to in the address bar;
3. Click the login button;
4. If the status bar in the bottom left corner displays device information, it indicates that the device has successfully logged in;
Note: The software automatically fills in the default login password, which is private.
	[image: ]


[bookmark: _Toc3144]Configure devices
It is recommended to follow the following steps to establish a connection for the device;
1、 Set the IP address of the device;
2、 Set the name of the device and calibrate the device clock;
3、 Set wireless parameters;
4、 Calibrate the direction of the antenna;
5、 Testing Link Performance.
[bookmark: _Toc24198]IP address
	Add IP address:
1． Click on Network Settings;
2． Enter the IP address, subnet mask, and gateway to be added;
3． Click on the application button.
Note: The device can set multiple IP addresses, and all IP addresses are active. Only the first IP address of the device is displayed during device search, but other IP addresses can be logged in to the device by entering IP login.
	[image: ]

	Modification of IP address：
1. Click on Network Settings;
2. Double click on the IP address;
3. Enter the IP address, subnet mask, and gateway to be modified in the response parameter column below;
4. Click on the application button.

	[image: ]

	Removal of IP address：
1. Click on Network Settings;
2. Click the delete button after the IP address to be deleted.
	[image: ]


[bookmark: _Toc29568]Device name and time settings
In order to facilitate device identification, the device name is generally set to the installation location name;
	System;
Basic Settings;
Enter the device name in the device name column;
Click on the application button，Parameter validation.
	[image: ]

	Click on "Timing" to set the time for the device. The set time is synchronized with the computer time

Note: As the device does not have a clock chip power supply unit, the clock will return to the factory time after power outage.
	[image: ]


[bookmark: _Toc4899]Wireless parameter settings
[bookmark: _Toc21363]Bridging point to many settings
	Point to multi center base station settings
1. Click on the wireless—Seting;
2. Parameter Configuration
· Port：Select the wireless interface to set up;
· Wireless link:Enable,If choose to close, the interface will be disabled for use;
· Wireless Mode:Bridge;
· Mode:BS;
· Band:Select 5GHz-A/N/AC;
· Channel Width:20/40/80MHz-Ceee;
· Frequency:Based on the on-site environment, it is recommended to choose a frequency range of 5050-5950MHz;
· SSID：The network identification, base station and remote station must be consistent, and no more than two identical SSIDs are allowed in the same area.
· Wireless Protocol:SelectLPTP;
· Security Profile:Please refer to 6.2 Wireless Encryption for the setting method;
3. Keep other parameters as default;
4. Click the Apply button, and the parameters will take effect.
	[image: ]

	Point to many Remote Station Settings
1． Click on the wireless—Seting;
2． Parameter Configuration
· Port：Select the wireless interface to set up;
· Wireless link:Enable;
· Wireless Mode:Bridge;
· Mode:RB;
· Band:Select 5GHz-A/N/AC;
· Channel Width:20/40/80MHz-Ceee;
· Scan List:Add the frequency list of the remote station. The remote station can set multiple frequencies, but the frequency list must include the frequency of the connected central base station, otherwise it will not be able to connect. For frequency list settings, refer to the frequency addition in the remote station frequency point list, and the frequency deletion in the remote station frequency point list;
· SSID：The network identification, base station and remote station must be consistent, otherwise they will not be able to connect.
· Wireless Protocol:SelectLPTP or any;
· Security Profile:Please refer to 6.2 Wireless Encryption;
3．  Keep other parameters as default;
4．  Click on the application button，the parameters will take effect.
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	Adding frequencies to the remote station frequency point list
The frequency list is only available in slave mode;
1. Enter the frequency point to be added in the frequency list;
2. Click the "+" button to add the frequency;
3. Click the dropdown arrow again to see if the addition was successful;
4. 'D' is the default common frequency point for adding 5180, 5240, 5260, 5745, 5785, 5825, 5850, etc. in black and bold;
5. Click on the application button，Parameter validation.
Note: The frequency list set by the slave station must include the frequency points of the master station to be connected, and only the slave station mode supports the frequency point list option.
	[image: ]
[image: ]


	Frequency deletion of remote station frequency point list
1.  Click the drop-down arrow in the frequency list to select the frequency to delete;
2.  Click the "-" button to delete the frequency;
3.  Click the dropdown arrow again to see if the deletion was successful;
4.  Click on the application button，Parameter validation.

Note: The frequency of connecting to the master station cannot be deleted, otherwise the corresponding master station cannot be connected. Only the slave station supports the frequency point list option
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[bookmark: _Toc17415]Bridging point to point settings	
	Point-to-point base station settings
1. Click on the wireless—Seting;
2. Parameter Configuration
· Port：Select the wireless interface to set up;
· Wireless link:Enable;
· Wireless Mode:Bridge;
· Mode:BU;
· Band:Select 5GHz-A/N/AC;
· Channel Width:20/40/80MHz-Ceee;
· Frequency:Based on the on-site environment, it is recommended to choose a frequency range of 5050-5950MHz;
· SSID：Network Identification;
· Wireless Protocol:SelectLPTP;
· Security Profile:Please refer to 6.2 Wireless Encryption for the setting method;
3. Keep other parameters as default;
4. Click the Apply button, and the parameters will take effect.
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	Point-to-point remote station settings
1.  Click on the wireless—Seting;
2. Parameter Configuration
· Port：Select the wireless interface to set up;
· Wireless link:Enable;
· Wireless Mode:Bridge;
· Mode:RB;
· Band:Select 5GHz-A/N/AC;
· Channel Width:20/40/80MHz-Ceee;
· Scan List:Add a frequency list for the remote station. The remote station can set multiple frequencies, but the frequency list must include the frequency of the connected central base station, otherwise it will not be able to connect. For the operation of the frequency list, please refer to the frequency addition in the remote station frequency point list and the frequency deletion in the remote station frequency point list;
· SSID：The network identification, base station and remote station must be consistent, otherwise they will not be able to connect.
· Wireless Protocol:SelectLPTP or any;
· Security Profile:Please refer to 6.2 Wireless Encryption;
3.  Keep other parameters as default;
4.  Click on the application button，the parameters will take effect.
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	Adding frequencies to the remote station frequency point list
Frequency list is only available in slave mode;
1. Enter the frequency point to be added in the frequency list;
2. Click the "+" button to add the frequency;
3. Click the dropdown arrow again to see if the addition was successful;
4. 'D' is the default common frequency point for adding 5180, 5240, 5260, 5745, 5785, 5825, 5850, etc. in black and bold;
5. Click on the application button，Parameter validation.
Note: The frequency list set by the slave station must include the frequency points of the master station to be connected, and only the slave station mode supports the frequency point list option.
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	Frequency deletion of remote station frequency point list
1.Click the drop-down arrow in the frequency list to select the frequency to delete;
2.Click the "-" button to delete the frequency;
3.Click the dropdown arrow again to see if the deletion was successful;
4.Click on the application button，Parameter validation.


Note: The frequency of connecting to the master station cannot be deleted, otherwise the corresponding master station cannot be connected. Only the slave station supports the frequency point list option
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[bookmark: _Toc28726]Mesh mode settings	
Note: Roaming devices are independent series devices, and bridging devices cannot achieve roaming function.
	Mesh roaming base station settings
1. Click on the wireless—Seting;
2. Parameter Configuration
· Port：Select Wlan1;
· Wireless link:Enable;
· Wireless Mode:Mesh;
· Mode:BS;
· Band:Select 5GHz-A/N/AC;
· Channel Width:20/40MHz-Ceee;
· Frequency:Set the frequency according to the on-site electromagnetic environment, and set the same frequency for all roaming base stations and mobile terminals in the network.
· SSID：All roaming base stations and mobile terminals in the network must be set with the same SSID.
· Wireless Protocol:Select802.11;
· Security Profile:The roaming device link has a proprietary computer system and cannot be artificially encrypted;
· Default Authentication：Uncheck. The device will switch in real-time according to the connection control list rules, as detailed in the connection control list.
3. Keep other parameters as default;
4. Click on the application button.
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	Mesh Base Station Threshold Settings
1.Click on the wireless—Connect List;
2.Click on the "+" sign;
3.rule configuration
Area Prefix:Select Wlan1;
Area Prefix:If it is base station input B, if it is mobile input A;
Signal Strength Range:：-75.120;
Wireless Protocol:Selectany;
5. Click the submit button to make the rule effective.
6. After setting the Access List, you need to uncheck the Default Authenticate option in wireless meeting to take effect.
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	Mesh roaming mobile terminal settings
1.Click on the wireless—Seting;
2.Parameter Configuration
· Port：Select Wlan1;
· Wireless link:Enable;
· Wireless Mode:Mesh;
· Mode:BS;
· Band:Select 5GHz-A/N/AC;
· Channel Width:20/40MHz-Ceee;
· Frequency:Set the frequency according to the on-site electromagnetic environment, and set the same frequency for all roaming base stations and mobile terminals in the network.
· SSID：All roaming base stations and mobile terminals in the network must be set with the same SSID.
· Wireless Protocol:Select802.11;
· Security Profile:The roaming device link has a proprietary computer system and cannot be artificially encrypted;
· Default Authentication：Default Authentication: Uncheck. The device will switch in real-time according to the connection control list rules, as detailed in the connection control list.
3.Keep other parameters as default;
4.Click on the application button.
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	Roaming mobile terminal threshold setting
1.Click on the wireless—Connect List;
2.Click on the "+" sign;
3.rule configuration
· Area Prefix:Select Wlan1;
· Area Prefix：inputA;
· Signal Strength Range:：-75..120;
· Wireless Protocol:Selectany;
4.Click the submit button to make the rule effective.
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[bookmark: _Toc31385]AP coverage mode setting	
	AP coverage mode setting
1.Click on the wireless—Seting
2.Parameter Configuration
· Port：Select Wlan1;
· Wireless link:Enable;
· Wireless Mode:Bridge;
· Mode:BS;
· Band:Select 5GHz-A/N/AC;
· Channel Width:20/40/80MHz-Ceee;
· Frequency:If it is 2.4G wireless coverage, select a frequency of 2412-2472MHz. If it is 5.8GHz wireless coverage, select a frequency of 5180-5260MHz or 5745-5825MHz; Otherwise, the third-party devices added may not be able to connect;
· SSID:Network identification; Distinguish different wifi names here;
· Wireless Protocol:Select802.11;
· Security Profile:If encryption is required, please choose to encrypt the file. If not, select default. For the setting method of encrypted files, please refer to 6.2 Wireless Encryption;
3.Keep other parameters as default;
4.Click on the application button.
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[bookmark: _Toc21645]Antenna calibration and link performance evaluation
At least two people are required at each end of the device during debugging. One person uses the device management software to detect the signal strength and signal-to-noise ratio of the device in real-time, and commands the other person to adjust the antenna. The debugging method is detailed in 5.4.1 Antenna Calibration, 5.4.2 Signal Strength Evaluation, and 5.4.3 Transmission and Reception Expectations. Finally, the performance evaluation method of 5.4.5 wireless link is used to further debug the link, which requires professional technical personnel to complete, Otherwise, it will affect the debugging results.
[bookmark: _Toc10631]Antenna calibration method
Debugging each end requires at least two people, one of whom uses device management software to detect the signal strength and signal-to-noise ratio of the device in real time, and commands the other person to adjust the antenna. Refer to standard 5.4.2. Evaluation of Signal Strength.
Antenna adjustment for point-to-point
Point-to-point devices require someone at both ends to simultaneously adjust the antenna direction of the device in order to achieve the best effect.
1) For situations where there is no wireless signal, adjust the direction of the devices at both ends according to their geographical location, so that the devices have a certain signal. If there is no signal, repeat the adjustment of the approximate directions at both ends until there is a signal position;
2) When the device has a signal, first adjust the antenna direction of the base station in one direction (such as to the left), and control the azimuth angle within a maximum range of 5 degrees each time until there is no signal. Remember the maximum signal value and antenna orientation during this process;
3) Adjust the antenna direction in the opposite direction again (such as to the right), and control the azimuth angle within a maximum range of 5 degrees each time until there is no signal. Remember the maximum signal value and antenna orientation during this process;
4) Adjust the device to the position with the best signal in the above two operations, start adjusting to the left and right sides respectively, and control the azimuth angle within a range of approximately 1 degree each time until it reaches the maximum signal;
5) Repeat the adjustment jumper steps at the remote station end until the maximum signal is adjusted;
6) Fine tune the left and right directions of the antenna at the base station again to ensure the accuracy of the equipment antenna direction;
7) Fix the screws for adjusting the left and right azimuth angles of the antenna at both ends, and note that during the tightening process, all screw rods for fixing the antenna must be tightened at the same time to prevent only one side of the screw from being tightened, which may cause changes in the antenna direction;
8) Loosen the adjustment screw for the antenna elevation angle at the center base station end, adjust the antenna elevation angle, and ensure that the equipment operates under the strongest signal;
9) Loosen the remote station antenna pitch angle adjustment screw, adjust the antenna pitch angle, and ensure that the equipment operates under the strongest signal;
10) Tighten all screws to ensure the stability of the installation equipment, and complete antenna debugging.
For point to many antenna adjustments
Point to multiple, first install the equipment on the base station, then install the remote station equipment, adjust the direction of the remote station antenna, and finally adjust the direction of the base station antenna again. Be sure to install the base station equipment first, otherwise it will cause a lot of repetitive work and affect the project progress.
Antenna adjustment at the base station end
After the installation of the base station is completed, the antenna should first be roughly adjusted. When adjusting the base station antenna, consideration should be given to the equipment of all remote stations under the base station. Taking a 120 degree plate antenna as an example, if all remote stations are within a 5km range, the antenna pitch angle should face a position of 3km, and the left and right directions should be controlled at the center of the antenna's axis in the middle of the equipment closest to the left and right sides; If some far ends are within a range of about 10km, the antenna should be perpendicular to the ground without adjusting the pitch angle. Special attention should be paid not to tilt to the ground, and the left and right directions should be controlled at the center of the antenna's axis in the middle position of the closest equipment on both sides.
Antenna adjustment of remote station
When there is no wireless signal at the remote station, adjust the direction of the remote station equipment according to the geographical location and orientation, so that the equipment has a certain signal. If there is no signal, repeat the adjustment of the approximate directions at both ends until there is a signal position;
When the device has a signal, first adjust the antenna direction of the base station in one direction (such as to the left), and control the azimuth angle within a maximum range of 5 degrees each time until there is no signal. Remember the maximum signal value and antenna orientation during this process;
Adjust the antenna direction in the opposite direction again (such as to the right), and control the azimuth angle within a maximum range of 5 degrees each time until there is no signal. Remember the maximum signal value and antenna orientation during this process;
Adjust the device to the position with the best signal in the above two operations, start adjusting to the left and right sides respectively, and control the azimuth angle within a range of approximately 1 degree each time until it reaches the maximum signal;
Repeat the adjustment jumper steps at the remote station end until the maximum signal is adjusted;
Fine tune the left and right directions of the antenna at the base station again to ensure the accuracy of the equipment antenna direction;
Fix the screws for adjusting the left and right azimuth angles of the antenna at both ends, and note that during the tightening process, all screw rods for fixing the antenna must be tightened at the same time to prevent only one side of the screw from being tightened, which may cause changes in the antenna direction;
Loosen the remote station antenna elevation angle adjustment screw, adjust the antenna elevation angle, and ensure that the equipment operates under the strongest signal;
Tighten all screws to ensure the stability of the installation equipment and complete antenna debugging;
After the installation of all remote station equipment is completed, readjust the direction of the central base station antenna. This debugging must ensure that all remote station equipment signal values are large, and the base station antenna needs to be deflected towards the remote station with poor signal to ensure that all equipment is in optimal condition.
[bookmark: _Toc22405]Evaluation of signal strength
1. View method: Wireless interface - Connection list - Send and receive signal values;
2. In general, a signal value better than -70 can achieve stable transmission, but to achieve higher bandwidth, please calibrate the antenna direction of the device to ensure optimal signal strength; (The smaller the number of signal values and the smaller the difference between the numbers sent and received, the better the signal strength and the more accurate the calibration of antenna azimuth angle.)
3. When proofreading the direction of the device antenna, based on the transmission and reception signal values displayed in the device connection list, first proofread the direction of the device antenna at the local end (the proofreading order is to proofread the left and right directions first, and then proofread the pitch direction). When the signal value cannot be reduced, fix the antenna, and then proofread the direction of the device antenna at the opposite end in the same way; (During calibration, it is best to have cooperating personnel at both ends, and the calibration must be based on the sending and receiving signal values displayed in the connection list of the software login device.)
4. Signal quality reference basis:
· Transmission distance 0-5 kilometers (integrated with 18dbi antenna), signal value -40~-50;
· Transmission distance 5-10 kilometers (integrated with 23dbi antenna), signal value -45 to -55;
· Transmission distance 10-15 kilometers (integrated with 23dbi antenna), signal value -50 to -60;
· The transmission distance is over 15 kilometers (external antenna), and the signal value cannot be lower than -75.
[bookmark: _Toc1655]Evaluation of CCQ
In the wireless link state, the expected value of the device's sending and receiving is another important criterion for evaluating the communication quality of the wireless device's connection. The closer the CCQ is to 100%, the better the communication quality of the wireless line; The reasons that affect this value are the calibration of the device antenna direction, frequency interference used by the device, and the status of the device's own wireless interface; The antenna direction requires recalibration; Due to installation issues, please check whether the antenna connection of the wireless device is properly connected, correctly connected, and whether there is water ingress. When installing multiple antennas and devices, please check if they are misaligned and installed at a spacing of more than 1.5 meters.
Special attention: If the wireless signal value of the device is large, but the CCQ is small, and sometimes the fluctuation is relatively large, it indicates that there is a problem with the direction of the jumper and the antenna direction needs to be recalibrated.
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3. Parameter Introduction：
1) Port: The current port for displaying parameters;
2) Enable: Whether the wireless interface has established a connection;
3) MAC address: The MAC address of the wireless interface;
4) Last link down time: The last time the wireless device was disconnected after being powered on;
5) Last up time: The last connection time after the wireless device is powered on;
6) Link downs: The number of connections to the wireless port after the wireless device is powered on;
7) TX/RX CCQ: The communication quality of wireless connections, i.e. wireless connection CCQ;
8) Distance: The wireless distance calculated based on relevant parameters such as signal quality. The better the direction adjustment, the more accurate the distance value. When it is less than 1km, it displays 1;
9) Noise foot: Noise foot noise background
[bookmark: _Toc20431] Bandwidth test
The ultimate goal of wireless connection is to achieve wireless transmission of data. Wireless link bandwidth testing can rely on third-party testing software or the built-in testing software of the device. However, the built-in testing software of the device requires a significant portion of CPU processing efficiency, so the test results will be smaller than the actual bandwidth of the link. It can only be used as a reference for link quality testing and cannot be used as a test credential for actual bandwidth; Usage method：
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1) Select Tools;
2) Test to: Enter the IP address of the peer;
3) Prot:: SelectTCP;
4) Direction: Receive, send, and bidirectional options;
5) Password: Login password for the peer device.
[bookmark: _Toc11885]Wireless link performance evaluation
The connection communication quality of wireless devices mainly refers to signal strength and CCQ. Wireless signals are mainly used to display the wireless electromagnetic strength received by the device from the opposite device. The larger the value, the better the signal strength (refer to the signal quality reference basis in the following text for details); CCQ is the ratio of actual bandwidth to theoretical bandwidth. The closer the value is to 100%, the better the quality of the wireless link. The actual bandwidth of the wireless link is closer to the theoretical value. Generally, the results after debugging should be at least 80% or above, otherwise it will affect the bandwidth of the entire hop link.
After the wireless link debugging is completed, the following standards must be met：
1) 、The wireless signal strength is close to or higher than the signal quality reference criteria in the following text;
2) 、The expected value of sending and receiving must be above 80%, and the closer it is to 100%, the better;
3) 、Using wireless link bandwidth testing within the software (refer to 5.4.4 Bandwidth Testing), send or receive a single test with a link bandwidth greater than 50Mbps
Problems and Solutions in Calibration：
1) 、When the wireless signal is relatively poor, far below the estimated value, the expected value for sending and receiving, and the bandwidth test are relatively low, usually due to the following reasons;
a)  The antenna direction calibration is incorrect. Solution: Calibrate the antenna directions on both sides;
b)  There are trees, buildings, and other obstacles in the middle. The solution is to increase the installation height of the blocked end equipment;
c) There is a mountain blocking between the two devices. Solution: Adjust the installation position or use relay to avoid the blocked mountain in the middle.
2) 、Good wireless signal, low CCQ, low and unstable bandwidth testing bandwidth;
When the wireless signal strength is good (almost close to the reference value), but the wireless link bandwidth is low, usually the CCQ of the device is less than 60%, and the bandwidth test is unstable or very low, indicating poor quality of the wireless link, which is generally caused by the following reasons：
a. The distance between the two devices is relatively close. Even if there is a significant deviation in direction, the wireless signal of the device is still strong, but the quality of the wireless link is still poor (CCQ is below 60%). The solution is to adjust the antenna direction again and adjust the signal value to the maximum. At this time, it is necessary to refer to CCQ at the same time, and CCQ should be higher than 80% as the best;
b. No matter how you adjust the antenna, the signal value cannot increase anymore. If the CCQ is below 60%, the wireless link bandwidth during wireless testing is very low. This type of problem is caused by wireless interference, and the operating frequency of the device needs to be adjusted. By using the scanning function in the wireless interface - wireless scanning, you can find a non interfering frequency to solve it.
3) Poor wireless signal, low CCQ, low and unstable bandwidth testing bandwidth;
a. Antenna not adjusted, recalibrate antenna direction;
b. If the middle is obstructed, add a relay or increase the installation height;
c. Virtual connection of feeder between equipment and antenna, feeder fault, interface water ingress, check for faults, if virtual connection, reinstall, interface water ingress, feeder fault, dispose of equipment RF interface sewage, replace feeder and reinstall.
[bookmark: _Toc27405]Other Function Description
[bookmark: _Toc21105]Device status
1.It is an important judgment basis to judge whether the equipment operates normally. It can be seen whether the Ethernet port and wireless network port operate normally;
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2.Parameter introduction:
Port:The name of the device interface;
Mac Address:The MAC of the device interface;
Runing: The current working status of the interface, connected or disconnected;
L2mtu: MTU's working mode, default (cannot be modified);
Rate (RX/TX): The device receives and sends data in real-time;
Packets (RX/TX): The number of real-time packets received and sent by the device;
Packet loss : The real-time packet loss rate of the device
[bookmark: _Toc4207]Security Profiles
[bookmark: _Toc22055]Seting Security Profiles
Encrypt the wireless connection of the device (default no encryption). Both the base station and remote station must be set up with the same encryption method, encryption algorithm, and encryption content in order to perform wireless connection through encryption verification and increase security. There are multiple combinations of encryption types that can be set according to needs;
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configuration parameter：
Files Name：The name of the encrypted file, used for calling encrypted files in wireless settings options.Need to customize and add a file name;
Mode：There are two options: none (default) or dynamic keys, where none refers to no encryption mode and does not encrypt wireless data; Dynamic keys refer to customizing a dynamic confidential method as needed.If encryption is required, please select dynamic keys mode;
Authentication Types：Set of supported authentication types, multiple values can be selected. Access Point will advertise supported authentication types, and client will connect to Access Point only if it supports any of the advertised authentication types.
unicast-ciphers:Access Point advertises that it supports specified ciphers, multiple values can be selected. Client attempts connection only to Access Points that supports at least one of the specified ciphers. One of the ciphers will be used to encrypt unicast frames that are sent between Access Point and Station.
group-ciphers:Access Point advertises one of these ciphers, multiple values can be selected. Access Point uses it to encrypt all broadcast and multicast frames. Client attempts connection only to Access Points that use one of the specified group ciphers.
wpa-pre-shared-key:WPA pre-shared key mode requires all devices in a BSS to have common secret key. Value of this key can be an arbitrary text. Commonly referred to as the network password for WPA mode. property only has effect when wpa-psk is added to authentication-types.
wpa2-pre-shared-key:WPA2 pre-shared key mode requires all devices in a BSS to have common secret key. Value of this key can be an arbitrary text. Commonly referred to as the network password for WPA2 mode. property only has effect when wpa2-psk is added to authentication-types.
After the settings are completed, click Apply directly, and the encrypted file will be automatically generated. To make the encrypted file effective, you need to call the encrypted file in wireless- setting.
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[bookmark: _Toc12627]Deleting and modifying Security Profiles
[image: ]
 " - "can delete encrypted files;
Double click the encrypted file to modify it directly, and delete and add the Shared secret directly (without the original key).
Note: Every time you add or modify an encrypted file, you need to click the "Read Parameters" button again, otherwise you cannot add or modify it!
[bookmark: _Toc22659]Access List
Access list is used by access point （BS or BU）to restrict allowed connections from other devices, and to control connection parameters. The default behaviour of the access list is to allow connection.
When there are multiple Access List rules,Access list rules are processed one by one until matching rule is found. Then the action in the matching rule is executed. If action specifies that client should be accepted, client is accepted, potentially overriding it's default connection parameters with ones specified in access list rule.
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There are the following parameters for access list rules:
· client matching parameters:
· MAC address - MAC address of client.Not filling in this item means that all devices with default MAC addresses.
· interface - optional interface to compare with interface to which client actually connects to.Rules with interface=any are used for any wireless interface and the interface=all defines interface-list “all” name. To make rule that applies only to one wireless interface, specify that interface as a value of this property.
· time - time of day and days when rule matches. Rule will match only during specified time.
· Station will be disconnected after specified time ends. Both start and end time is expressed as time since midnight, 00:00.Rule will match only during specified days of the week.
· signal-range - range in which client signal must fit for rule to match. Rule matches if signal strength of the RB is within the range. If signal strength of the RB will go out of the range that is specified in the rule, access point will disconnect that RB.
· allow-signal-out-of-range - option which permits client's signal to be out of the range always or for some time interval
· connection parameters:
· Authentication: (yes | no; Default: yes)  
· no - Client association will always fail.
· yes - Use authentication procedure that is specified in the security-profile of the interface.
· Forwarding: (yes | no; Default: yes) 
· no - Client cannot send frames to other RB that are connected to same BS.
· yes - Client can send frames to other RB on the same BS.
· ap-tx-limit : ( [0..4294967295]; Default: 0) Limit rate of data transmission to this client. Value 0 means no limit. Value is in bits per second.;
· client-tx-limit: ([0..4294967295]; Default: 0) Ask client to limit rate of data transmission. Value 0 means no limit.Value is in bits per second.
· private-passphrase - PSK passphrase to use for this client if some PSK authentication algorithm is used
· vlan-mode - VLAN tagging mode specifies if traffic coming from client should get tagged (and untagged when going to client).
· vlan-id - VLAN ID to use if doing VLAN tagging.
· Operation:
· Access list rules are checked sequentially.
· Disabled rules are always ignored.
· Only the first matching rule is applied.
· If there are no matching rules for the remote connection, then the default values from the wireless interface configuration are used.
· If the remote device is matched by a rule that has authentication=no value, the connection from that remote device is rejected.
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After setting the Access List, you need to uncheck the Default Authenticate option in wireless meeting to take effect.
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[bookmark: _Toc16324]Connect List
Wireless -- Connect List (works for RB or mobile terminal to connect to the base station, and is applicable to the slave station in Bridge pattern and the point to multiple master station in roaming mode. The point-to-point master station mode is useless), which works when Default Authenticate is unchecked in wireless setting.
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2. Parameter Configuration：
· interface：Each rule in connect list applies only to one wireless interface that is specified by this setting，By default, select wlan1. For special requirements, corresponding wlan ports can be selected. When there are multiple wlan ports, multiple files can be created to set each wlan port separately;
· Connect：Available options:
· yes - Connect to access point that matches this rule.
· no - Do not connect to any access point that matches this rule.
· SSID：Rule matches access points that have this SSID. Empty value matches any SSID. This property has effect only when RB mode interface ssid is empty.;
· area-prefix：Set regional proofreading, default not filled in;Rule matches if area value of BS (a proprietary extension) begins with specified value.area value is a proprietary extension.
· Signal Strength Range：Rule matches if signal strength of the access point is within the range. If RB establishes connection to access point that is matched by this rule, it will disconnect from that access point when signal strength goes out of the specified range.
· Wireless Protocol:Set wireless protocol proofreading, default to any; Alternatively, choose the master station wireless protocol.
· Security Profile:Name of security profile that is used when connecting to matching access points, If value of this property is none, then security profile specified in the interface configuration will be used. In RB mode, rule will match only access points that can support specified security profile. Value none will match access point that supports security profile that is specified in the interface configuration.
[bookmark: _Toc7870]Set Device Name
1.For the convenience of device identification, the device name is generally set to the geographical location name of the installation site;
2.setting method：
System - basic seting;
Enter the device name in the device name column;
Click on the application button，Parameter validation;
[image: ]
[bookmark: _Toc522]Change device login password
1.To prevent device misoperation, the login password of the device can be customized and modified; Improve equipment safety and prevent human damage or misoperation;
2.setting method：
System - basic seting;
In the reset password column, enter the old password (default initial password private), enter a new password, and repeat the new password;
Click on the application button, a dialog box will pop up indicating successful password modification, click OK, Parameter validation.
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[bookmark: _Toc23595]Time
System - basic seting;
If the time of setting the device is the same as that of configuring the PC, click the "time" button directly to pop up the "System - basic setting" Tooltip, which proves that the setting is successful.
If the event needs to be customized to set the time of the device, you need to set the customized time, click the "apply" button, and the "System - basic setting" Tooltip pops up to prove that the setting is successful.
[image: ]
[bookmark: _Toc29611]Backup upgrade
 System - Backup upgrade;
[bookmark: _Toc26030] Parameter backup
1、Name:Name of backup file;
2、Click the backup button to start the device backup;
3、The 'The file of backup successful' pop-up indicates successful backup.
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[bookmark: _Toc10129]Download of backup files
Select the file you want to download, click the "download" button, and enter the download interface to download.
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[bookmark: _Toc5591]Backup File Recovery
Import the backup file from the PC, select the backup file to be restored, click the restore button, and the device will restart and import the backup file.
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[bookmark: _Toc31785]delete file
· System-Backup upgrade;
· Select the file name to delete under the file name;
· Click Delete and a dialog box will pop up indicating successful deletion. Click OK;
· Successfully deleted file.
[image: ]
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